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	University of Galway Data Protection Impact Assessment Screening Checklist
DPIA Screening Checklist


	Does your project/process involve:
	Yes
	No

	
	
	

	Evaluation or scoring of personal data (including profiling and predicting)
	
	

	Automated decision-making with legal or similar significant effects 
	
	

	Systematic monitoring including through a publicly accessible place on a large scale
	
	

	Sensitive data or data of a highly personal nature including special categories of data and criminal data. Certain types of sensitive personal data are subject to additional protection under the GDPR. These are listed under Article 9 of the GDPR as “special categories” of personal data. The special categories are:
1. Personal data revealing racial or ethnic origin.
2. Political opinions.
3. Religious or philosophical beliefs.
4. Trade union membership.
5. Genetic data and biometric data processed for the purpose of uniquely identifying a natural person.
6. Data concerning health.
7. Data concerning a natural person’s sex life or sexual orientation.
This criterion also includes data which may more generally be considered as increasing the possible risk to the rights and freedoms of individuals, such as electronic communication data, location data, financial data (that might be used for payment fraud).
	
	

	Data processed on a large scale
	
	

	Matching or combining data sets
	
	

	Data concerning vulnerable people (including children)
	
	

	Data Transfers outside of the EEA
	
	

	Innovative use or applying technological or organisational solutions eg AI
	
	

	Processing preventing data subjects from exercising a right or using a service or contract
	
	

	

	If you have answered yes to any of the above questions, you must carry out a DPIA.  Please see for further detail: https://www.universityofgalway.ie/data-protection/staffandstudentresources/dataprotectionimpactassessments/ 

Please contact: dataprotection@universityofgalway.ie with any queries
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